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ABSTRACT

In energy harvesting IoT networks, an energy queue state of an IoT device will change dynamically and the number of IoT devices that transmit data to the IoT AP will vary in a frame. So we need a MAC protocol to adjust the frame length taking the amount of energy of IoT devices into consideration. Since the existing Framed slotted ALOHA (F-ALOHA) Medium Access Control (MAC) protocol utilizes the fixed frame size, the resource efficiency can be reduced. In this paper, we propose a Harvested Energy-adaptive Medium Access Control (HE-MAC) protocol where an IoT Access Point (AP) allocates slots in accordance with the number of IoT devices that try to transmit data in a frame. The proposed HE-MAC protocol improves the resource efficiency of the F-ALOHA MAC protocol. We show that the resource efficiency of the HE-MAC protocol is superior to those of the F-ALOHA MAC protocol through simulations.
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1. INTRODUCTION

In Internet of Things (IoT) networks, IoT nodes have the limited battery lifetime and the batteries need to be replaced. To solve the problem, the energy harvesting technology draws much attention, since electric energy is created from the energy sources that exist in surroundings such as solar, heat, pressure, and electromagnetic wave energy [1]. The energy harvesting technology enables the sustainable use of the battery of IoT nodes in IoT networks [2]. However, in an energy harvesting IoT network, the energy states of IoT nodes change dynamically. A Computational Radio Frequency IDentification (CRFID) is an example of utilizing the energy harvesting technology. CRFID with sensing and computation functions is a new emerging technology which makes IoT devices to operate without battery [3].

According to the standard in ISO-18000-6C, the CRFID identification protocol utilizes the Framed Slotted ALOHA (F-ALOHA) Medium Access Control (MAC) protocol. CRFID tags randomly select one slot among the slots in a frame to transmit data packets [4]. The existing F-ALOHA MAC protocol utilizes the fixed frame length [5]. An IoT node selects one slot among the slots in a frame and transmits data to the IoT access point (AP) at the selected time slot. The number of the slots in a frame affects the throughput performance of the F-ALOHA MAC protocol.
protocol. Since the amount of energy stored in a battery may change in a frame, some IoT nodes with insufficient energy to transmit data may exist. If the number of slots is more than the number of the IoT nodes in a frame, the resource efficiency is reduced due to the unused slots. If the number of slots is less than the number of the IoT nodes in a frame, the resource efficiency is also reduced due to the collided slots. Thus, a new MAC protocol to adjust the number of slots according to the energy state in a frame is required.

![Figure 1. An example of the proposed the HE-MAC protocol with $N (=4)$ and $E_{min}$.](image)

In this paper, we propose a harvested energy-adaptive MAC (HE-MAC) protocol to adjust the frame length taking the energy states of IoT nodes into account. The proposed HE-MAC protocol alleviates the reduction of the resource efficiency of the F-ALOHA MAC protocol. The detailed explanation of the proposed HE-MAC protocol is presented in Section 2. In Section 3, we compare the throughput performance of the proposed HE-MAC with that of the existing F-ALOHA MAC protocol. Finally, we conclude in Section 4.

2. RELATED WORK

In [10], the S-MAC protocol is proposed to reduce energy consumption. The protocol utilizes periodic listen and sleep scheme, so each node does not need to listen at all the times. Also, the nodes exchange the Request To Send (RTS) and Clear To Send (CTS) before actual data transmission to avoid collision and overhearing. However, the protocol does not consider energy harvesting technology. The authors of [11] propose a duty-cycle optimization scheme by finding the minimum length of the non-active period satisfying Energy Neutral Operation (ENO) of energy harvesting nodes. Since the scheme utilizes F-ALOHA MAC protocol, it does not adapt the frame length according to the number of the nodes transmitting data packets during the active period.

The design of a MAC protocol such as TDMA, and F-ALOHA in an energy harvesting circumstance is presented in [12]. Also, the trade-off relationship between the delivery efficiency and the time efficiency is investigated. But the work does not consider variability in the number of nodes transmitting data packets due to fluctuation of the energy level of the individual nodes. In [13], the authors present a fair polling scheme for energy harvesting wireless sensor networks. The scheme improves the fairness by considering priority using the harvesting rate of the nodes. The scheme focuses on only fairness, but improvement of the throughput is not considered.
3. PROPOSED HE-MAC PROTOCOL

In this section, we present the proposed HE-MAC protocol. We consider an energy harvesting network which consists of an IoT AP and $N$ IoT nodes. The IoT nodes transmit data with the energy queue states of IoT nodes. We assume that the energy stored in an energy queue is composed of energy blocks. The maximum number of energy blocks that can be stored in a battery is $E_{\text{max}}$. The energy queue state can be reduced with the unit of an energy block when an IoT node transmits a data packet. An IoT node harvests an energy block with the energy harvesting probability $P_h$ in a slot. Let $E_{\text{min}}$ denote the energy threshold. The energy queue state of IoT nodes has to exceed $E_{\text{min}}$ in a frame to transmit data. For example, if $E_{\text{min}} = 1$, the IoT node that the energy queue state is one does not transmit data.

A frame consists of the control slot, the non-contention slot, and the contention slot. An IoT AP broadcasts a control packet to the IoT nodes at the control slot. The control packet includes the number of non-contention slots, the number of contention slots, and the allocation information for the non-contention slots in the $i$th frame. A non-contention slot is allocated to only one IoT node that transmits data successfully in the $(i-1)$th frame and exceeds $E_{\text{min}}$. The contention slot is for the IoT nodes that collide with one another in the $(i-1)$th frame or for those not allocated non-contention slots. At the end of a frame, the contention slots can be classified as success slots, collision slots, and idle slots. The IoT AP receiving data packets with energy state information of the IoT nodes decides to allocate non-contention slots in the $i$th frame according to the information of the energy state of the IoT nodes. After deciding which IoT nodes transmit at non-contention slots, the IoT AP estimates the number of the IoT nodes trying to transmit at contention slots according to the information of the energy state of IoT nodes and the collision slots in the $(i-1)$th frame.

IoT nodes may receive control packets at the control slot. If IoT nodes succeed in transmission and the energy level exceeds $E_{\text{min}}$ in the $(i-1)$th frame, they are allocated non-contention slots in the $i$th frame, they transmit their data packets at their allocated non-contention slots. If collision does not happen in the non-contention slot, the IoT nodes transmitting in the non-contention slots will be continuously allocated in the non-contention slots as long as the energy states of the IoT nodes exceed $E_{\text{min}}$. If the energy level of an IoT node does not exceed $E_{\text{min}}$, the IoT node harvests energy without transmitting of data packets. If IoT nodes collide in the $(i-1)$th frame and the energy levels exceed $E_{\text{min}}$ at the start of the $i$th frame, they each randomly select one of the contention slots and try to transmit at the selected the contention slots in the $i$th frame.

Fig. 1 shows an example of the proposed HE-MAC protocol with $N$ nodes and $E_{\text{min}}(=1)$. Let $E$ and $H$ denote the energy queue state of an IoT node and the amount of harvested energy in the previous frame. In the first frame, all slots except the control slot are contention slots. The IoT terminals randomly select one of the four contention slots and transmit data packets to the IoT AP at the selected contention slot. The IoT node 1 and the IoT node 2 successfully transmit data packets in the first frame and consume one energy block. The IoT node 3 and the IoT node 4 collide with each other at the third slot and use energy blocks. After transmission, the amount of the remaining energy blocks of the IoT node 1 and the IoT node 2 is 3 and 2. The energy state of the IoT node 3 and the IoT 4 is 2 after collision at the third slot. Since the energy levels of the IoT nodes exceed $E_{\text{min}}(=1)$, they can transmit data in the second frame.

In the second frame, the IoT nodes update energy states by adding the harvested energy during the first frame. The energy states of the IoT node 1, node 2, node 3, and node 4 are 3, 3, 3, and 2, respectively at the beginning of the second frame. The IoT node 1 and the IoT node 2 transmit
data packets successfully in the allocated non-contention slots in the second frame since they succeed in transmission and the energy levels exceed \(E_{\min}\) in the first frame. The IoT node 3 and the IoT node 4 succeed in transmission of the data packets by selecting different slots with each other. Since the IoT node 4 does not have enough energy after data transmission in the second frame, the energy queue state information indicates that it does not transmit its data packet in the next frame.

In the third frame, the IoT nodes update the energy states as in the second frame. If any IoT node does not transmit its data packet at the contention slot in the next frame, one of the IoT nodes that succeed in transmission in the previous frame transmits its data packet at the contention slot. The IoT node 1 and the IoT node 2 succeed in data transmission in the non-contention slots and the IoT node 3 transmits data successfully at the contention slot. However, the IoT node 4 does not transmit data, and harvests energy during the third frame. The IoT node 2 and the IoT node 3 do not transmit data in the next frame since the energy states do not exceed \(E_{\min}\). If the energy state of the IoT node 4 exceeds \(E_{\min}\), the IoT node 4 will transmit its data packet at a contention slot in the next frame.

<table>
<thead>
<tr>
<th>Parameters</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Energy harvesting probability (P_h)</td>
<td>0.01 – 1</td>
</tr>
<tr>
<td>Number of IoT nodes (N)</td>
<td>10 – 150</td>
</tr>
<tr>
<td>Energy threshold (E_{\min})</td>
<td>1</td>
</tr>
<tr>
<td>Size of the energy queue (E_{\max})</td>
<td>5</td>
</tr>
<tr>
<td>Initial state of the energy queue (E_{\text{init}})</td>
<td>5</td>
</tr>
</tbody>
</table>

The proposed HE-MAC protocol adjusts the frame size according to the number of IoT nodes trying to transmit, while the F-ALOHA MAC protocol utilizes the fixed frame size. If the number of IoT nodes decreases, there may be unused slots in the F-ALOHA MAC protocol. However, the proposed HE-MAC protocol allocates slots according to the amount of stored energy states of the IoT nodes, and the number of wasted slots can be reduced.

### 4. SIMULATION

In this section, we present the resource efficiency of the proposed HE-MAC protocol. The F-ALOHA MAC protocol utilizes the fixed frame size in which the number of contention slots is the same as \(N\). The parameters are summarized in Table 1. \(E_{\text{init}}\) denotes the initial state of the energy queue. We assume that the IoT AP knows all the energy queue states of the IoT nodes, and the number of IoT nodes does not change.

Fig. 2 presents throughput for varying harvesting probability with different \(N\). The throughput increases as the harvesting probability increases. Since the harvested energy increases as the harvesting probability increases, the number of IoT nodes which have enough energy to transmit data packets increases. So, the IoT AP can allocate non-contention slots to the IoT nodes consistently. Since the success slots increases as the number of non-contention slots increases, the throughput also increases. However, the number of non-contention slots does not exceed \(N\), thus the throughput is eventually saturated. When \(N=150\), the throughput performances are similar for almost any harvesting probabilities since the maximum frame size when \(N=150\) is larger than those of others, and the harvested energy of IoT nodes when \(N=150\) is larger than those of others.
Therefore, the throughput performance when $N=150$ can be easily saturated even if the harvesting probability is low.

![Figure 2. Throughput for varying harvesting probabilities with different $N$.](image)

![Figure 3. Throughput for varying number of IoT nodes with different $E_{\text{max}}$ and $P_h(=0.01)$.](image)

Fig. 3 shows the throughput for varying number of nodes with different $E_{\text{max}}$ and $P_h$. The battery of an IoT node can store more energy as the size of the energy queue increases. If an IoT node can store more energy, it can transmit data packets consistently at the non-contention slot until the energy state of the IoT node becomes lower than $E_{\text{min}}$. Since the number of IoT nodes that successfully transmits data packets consistently at the non-contention slot increases, the throughput increases according to the size of energy queue. In the case that the energy harvesting
probability is high, the energy queue is charged quickly then the size of the energy queue does not much affect the throughput performance.

In Fig. 4, we compare the throughput performances of the HE-MAC protocol to those of the F-ALOHA MAC protocol by changing $N$. The throughputs of the two protocols increase as $N$ increases. If the energy harvesting probability increases, the number of IoT nodes that harvested energy increases in a frame. Since the number of IoT nodes transmitting data packets at the non-contention slot increases, the throughputs increase. When $N=10$, as the energy harvesting probability increases from 0.01 to 0.09, the throughput increases from 0.47 to 0.84. Since the F-ALOHA MAC protocol utilizes fixed frame size, it does not adjust the number of slots according to the number of IoT nodes transmitting data packets. So, the throughputs of F-ALOHA MAC protocol are less than those of the HE-MAC protocol.

5. CONCLUSION

In this paper, we proposed the HE-MAC protocol that adjusts the frame length in accordance with the number of IoT nodes trying to transmit in a frame. Since the existing F-ALOHA MAC protocol utilizes the fixed frame size, it does not adjust the number of IoT nodes that try to transmit data packets according to the energy states of IoT nodes. The HE-MAC protocol can allocate the radio resources taking into account the energy states of IoT nodes. Thus, our proposed MAC protocol alleviates the reduction of the resource efficiency of the F-ALOHA MAC protocol. The simulation results show that our proposed HE-MAC protocol increases throughput performance than the F-ALOHA MAC protocol as the probability of energy harvesting and the number of IoT nodes increase.
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